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Consultation Questionnaire

This template is intended to help stakeholders respond to
the questions set out in our consultation document and in its
supporting papers.

Responses should be emailed to us at Forum@psr.org.uk in PDF
format by no later than 22 September 2017. Any questions about
our consultation can also be sent to Forum@psr.org.uk

Basic Details

Consultation title

Name of respondent

Contact details / job title

Representing (self or organisation/s)

Address

Andrew Kaye

Whilst we welcome feedback from any participant on any question,
not all questions in this consultation will be relevant to the wide
range of stakeholders in the Payments Community. We have sign
posted the questions to clarify which are most relevant for your
organisations, and where we would most value your feedback.

Thank you in advance for your contribution to this consultation process.

Blueprint for the Future of UK Payments

CEO - Transpact.com
Transpact.com
Andrew Kaye <AndrewK@Transpact.com>

26 Heathfield Gardens, London, NW11 9HX

Responding to the consultation and publication of responses

Subject to express requests for confidentiality, please note that we
will publish views or submissions in full or in part. In responding, we
therefore ask you to minimise elements of your submissions which
you want to be treated as confidential. Where you do submit both
confidential and non-confidential material, you should submit a non-
confidential version, which you consent for us to publish, marked ‘for
publication” and another version marked ‘confidential”.

In responding to this consultation, you are sharing your response
with the Forum secretariat (1). Confidential information provided in
these circumstances is confidential within the meaning of FSBRA and
it is a criminal offence to disclose it without requisite authority (2).

Notes:

(1) The Forum secretariat work for the Payment Systems Regulator
Limited, ‘the PSR’, and are considered primary recipients for the
purposes of the Financial Services (Banking Reform) Act 2013
(FSBRA).

(2) The PSR has the power to disclose confidential information in
certain circumstances for the purposes of facilitating its functions
and may impose conditions on the use of that information.

Declaration

‘I confirm that our response supplied with this cover sheet is a formal consultation response that the Forum can publish,

unless it is clearly marked ‘confidential’.

Andrew Kaye
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1.0
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Do you agree with our recommendation to move towards a ‘push’ payment mechanism for all payment types?
Yes () No (@

If not, please explain why.

Direct debits in the UK are a proven working solution.

Tha mnua tn aradirata dirart dohite and thair nravan nrnrace caome tn ha an attamnt hv tha PQF tn chift mnnatany liahilihvy whirh

) e

In the proposed transition approach it is expected that Third Party Service Providers including current independent software providers,
bureaux and gateway providers will update their systems to enable existing payment formats to continue to operate with no or limited
negative impact on the current users of services such as Direct Debit.

As a PSP or TPSP, do you agree we have identified the implications of adopting a push model adequately?
Yes () No (@

If not, please set out any additional impacts that need to be considered.

See Question 1.1 above.

I M A B R

As a potential vendor, participant or user of the NPA, are there any other design considerations that should be included in the NPA, especially
with regards to considering the needs of end-users?

Yes (@ No ()
If yes, please provide a description of those areas and why they are important to explore.

UK businesses require at least one form of certain payment.
Businesses already have the opportunity to accept payment by direct-debit, credit or debit card, or electronic money — all of

whirh ara cithiart tn rharnahacrke Thie maane that tha navmant raraiviad ie navar raalli Aanmad hyvy tha hiicinace raraivina it ac it
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The nature of the layering approach enables new components to be added or updated with minimal impact on components in other layers.
We believe this will support greater levels of competition and innovation especially in the upper layers of the NPA.

In your view, as a vendor or service provider, will layering the NPA in this way simplify access and improve your ability to compete in the UK
payments market?

Yes (\ No (\

If not, please explain why.

n/a

With the recommended centralised clearing and settlement option, as a participant or vendor who is accessing or delivering the clearing and
settlement service, do you think:

a. We have reached the right conclusion in recommending this option?

Yes () No ()

If not, please explain why.

Yes/No — Possibly

A rontralicad rlaarina mathad ie nrafarrad hiit anhy if emallar PQDPe ara nnt nricad Ainit hv ninnaraccans tarhniral and

b. The right balance of managing risk versus competition has been achieved?
Yes (0 No ()

If not, please explain why.

Do you agree with our analysis of each of the clearing and settlement deployment approaches?
Yes (O No O

Which is your preferred deployment approach?
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As a vendor of services in any layer of the NPA, do you think that more work is required to prove any of the main concepts
of NPA before embarking on the procurement process?

Yes @ No ()
If so, please explain which areas and why.

There is a major failing in the Core Design Principles of the NPA shown on page 8 of the consultation.
There is an absolute need to add ‘Ensuring Anti-Money Laundering and Counter Terrorist-Financing (AML/CTF)’ as an additional

Cnra dacinn nrincinla

2.0

a. Does your organisation serve customers who experience challenges paying regular bills?

As a payee,

Yes () No ()
b. Does your organisation experience unpaid direct debits?
Yes () No ()

Please comment on the extent to which you experience this and any trends you see in this area.

n/a

(b copons L ¢ o Jmisme

Request to Pay provides visibility to payees on the intentions of a payer. Would the increased visibility benefit your business?
Yes () No ()

If so, how?

n/a
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Request to Pay will result in increased communication between the payee and the payer. As a payee:
a. Would the increased communication present a challenge?

Yes () No ()

If so, in what way?

n/a

b. What benefits could you envisage from this increased communication?

n/a

¢. Do you see any additional potential benefits resulting from Request to Pay other than those described?
Yes () No ()

If so, which ones?

n/a

We have recommended the minimum information that should be contained in a Request to Pay message. As a payee:

a. With the exception of reference ID, are you able to provide other items of information with every payment request?

Yes () No (O

n/a

b. Is there additional information, specific to your business, that you would have to provide to payers as part of the Request to Pay message?

Yes () No ()

n/a
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We envisage payees stipulating a payment period during which the payer will be required to make the payment. As a payee, how do you
think this payment period might be applied within your organisation?

n/a

Request to Pay will offer payers flexibility over payment time as well as amount and method. As a payee:

a. Does your business model support offering payment plans and the ability for payers to spread their payments?
Yes () No ()

If so, please provide more details as to how these plans are offered, their conditions and to which customers.

n/a

b. Do you have a predominant payment method used by your payers?
Yes () No ()

If so, what percentage of customers use it?

n/a

¢. Do you offer your payers a choice of payment methods?
Yes () No ()

If yes, what determines how much choice you offer? If not, what are the barriers preventing you from doing this?

n/a

d. Are there any incentives to use one payment method over another?

Yes () No ()

If so, what is the rationale?

n/a
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A minority of payers may not be able to pay within the payment period. Through Request to Pay they will be able to request an extension
to the payment period. As a payee:

a. Do you currently offer your payers the capability to extend a payment period, request a payment holiday or make late payments?

Yes () No ()

n/a

b. What are the conditions and eligibility criteria under which this is offered?

n/a

c. If you currently don’t, what are the barriers preventing you from offering this capability?

n/a

Request to Pay will offer payers the option to decline a request. The purpose of this option is to provide an immediate alert in case
the request was received as an error or will be paid by other means. As a payee:

a. Would you find this information useful?

Yes () No ()

n/a

b. Do you have any concerns about providing this capability?

Yes () No ()

n/a
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Does the Request to Pay service as described address:

a. The detriments identified in our Strategy?

Yes () No ()

n/a

b. The challenges experienced by your customers? Does it introduce any new challenges?
Yes (® No ()

Does it introduce any new challenges?

a) Request to Pay creates exciting new abilities and challenges, which can facilitate great improvement in the UK.
So it is greatly to be looked forward to.

As a payee, considering the information provided in this document,

a. What is the extent of change you think you will need to carry out internally to offer Request to Pay?

n/a

b. What challenges do you see that might prevent your organisation adopting Request to Pay?

n/a

¢. What is the timeframe you think you will need to be able to offer Request to Pay?

n/a

What are the features or rules that could be built into Request to Pay that would make it more valuable to your organisation,
or more likely for you to adopt it?

n/a
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We have highlighted several risks and considerations relevant to the delivery of Request to Pay. As an end-user of Request to Pay:

a. Are there any risks that we have not addressed or highlighted that would like to add?
Yes () No ()

n/a

b. Are there additional unintended consequences that we should consider?

Yes () No ()

n/a

We recognise that additional work needs to be done in identifying potential safeguards including liability considerations associated with
Request to Pay. As an end-user of Request to Pay:

a. What are some of the potential liability concerns that you may have?

b. Would you be interested in working with the Forum to define, at a high level, the liability considerations for Request to Pay?

Yes (® No ()

If so, please contact us as soon as convenient through the Forum website so we can get you involved.

Please treat this as such a contact request to get involved.
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As a PSP:
Do you currently offer real-time balance information to your clients?

Yes (0 No (

What information do you offer them? If not, what are the constraints?

n/a

We have presented two CoP response approaches (Approach 1 and Approach 2).

a. As a payer, what would be your preferred approach? Why?

Approach 1 (fuzzy match providing yes/no or good/close/bad type response) has no use, and destroys the process of
Confirmation of Payee (CoP).

Frainidetar hava tha ahility tn eat 11n hank arrniinte with namae rlneca anniinh tn tha imnarennatad tarnat naviaa and tharahv fanl

b. As a PSP, what would be your preferred approach? Why?

See answer to a. above

c. As a regulator,

I. What are applicable considerations that must be made for each approach?

See answer to a. above
Approach 1 (fuzzy match providing yes/no or good/close/bad type response) is untenable and must not be used.

Annrnarh 2 (nravida tha nama nf tha navaa’e hanlk arrniint tn tha navar) ie nrnvan wnarkahla and miiet ha imnlamantad

Il. What safeguards must be put in place for each approach?

CoP must not be made mandatory for Payees.

Riit a navar chniild ha warnad that if a navar hae nnat anraad tn imnlamant AP than a navmant tn tham miiet ha ranardad aec
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Question 2.16 m

As a PSP:

a. Would you be able to offer CoP as described to your customers?

Yes () No (O

n/a

b. What is the extent of change that you would need to carry out internally to offer CoP?

n/a

Question 2.17 m

The successful delivery of CoP is largely dependent on universal acceptance by all PSPs to provide payee information. As a PSP:

a. Would you participate in a CoP service?

Yes () No (O

n/a

b. Are there any constraints that would hinder you providing this service?

Yes () No ()

n/a

Question 2.18 m

The NPA will fully support the functionality for PSPs to provide payment status and tracking.
a. As a PSP, what is the extent of change you think you will need to carry out internally to offer Payments Status Tracking?

n/a

b. What challenges do you see that might prevent your organisation adopting Payments Status Tracking?

n/a
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We have highlighted several considerations relevant to the delivery of Assurance Data. As an end-user of Assurance Data:

a. Are there any risks that we have not addressed or highlighted that you would like to add?

Yes () No ()

n/a

b. Are there any unintended consequences that we should consider?

Yes () No ()

n/a

As a payer:

a. How would you use Enhanced Data?

n/a

b. What Enhanced Data would you add to payments?

n/a

As a payee:

a. How would you use Enhanced Data?

n/a

b. What Enhanced Data would you add to payments?

n/a
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Does the Enhanced Data capability as described address the detriments identified in our Strategy?

Yes () No ()

n/a

Some changes will be required to enable the loading and retrieval of Enhanced Data. For example, corporates will need to modify their
internal systems. As an end-user, what internal change will be needed to allow you to add and receive Enhanced Data through the NPA?

n/a

We have highlighted several considerations relevant to the delivery of Enhanced Data. As an end-user of Enhanced Data:

a. Are there any risks that we have not addressed or highlighted that you would like to add?

Yes () No ()

n/a

b. Are there any unintended consequences that we should consider?

Yes () No ()

n/a
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We recognise that additional work needs to be done in identifying safeguards including liability considerations associated with Enhanced
Data. As an end-user of Enhanced Data:

a. What are some of the liability concerns that you may have?

The approach to Enhanced Data presented is flawed.

Thara ic alraadv anniinh enara in an IQRN 2NN22 navmant maccana in tha navmant rafaranra cartinn far a chart 1irl tanathar with
b. Would you be interested in working with the Forum to define, at a high-level, the various liability considerations required for Enhanced Data?
Yes (® No ()

If so, please contact us as soon as convenient through the Forum website so we can get you involved.

Please treat this as such a contact request to get involved.

3.0

Are there any additional principles you think we should add or significant amendments that should be made to those already stated?

Yes () No ()

n/a

Avre there any additional assumptions you think we should add or significant amendments that should be made to those already stated?

Yes () No ()

n/a
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Do you agree with the sequence of events laid out in the implementation plan?
Yes () No ()

If not, what approach to sequencing would you suggest?

n/a

Do you agree with the high-level timetable laid out in the implementation plan?
Yes () No ()

If not, what timing would you suggest?

n/a

Are there any significant potential risks that you think the implementation plan does not consider?
Yes () No ()

If the answer is yes, then please provide input about what they are and how we can best address them.

n/a

Do you agree with our proposed transition approach?
Yes () No ()

If not, please provide your reasoning.

n/a
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4.0 Cost Benefit Analysis of the NPA

Are there any material quantifiable benefits that have not been included?
Yes () No ()

If so, please provide details.

n/a

Do you agree with the cost assumptions with regards to the NPA and each of the overlay services (Request to Pay, Enhanced Data,
Assurance Data)?

Yes () No (O

If not, please state your reasons and, if possible, suggest alternatives analysis.

n/a

Do you agree with our description of the alternative minimum upgrade?
Yes () No ()

If not, please explain your reasoning.

n/a
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5.0

) e

Does our competition framework adequately capture the types of competition that may exist in payments?
Yes () No ()

Please explain.

n/a

i e

Do you agree with the NPA competition categories described? If not, please explain why.

Yes () No (

n/a

Does our framework capture the dynamic roles the NPSO may play in the market?

Yes () No (@

At this time, the direction that the NPSO will take is an unknown, and the NPSO must be provided with as much room and

fraadnm ac raniiirad far tha NIPQN tn maka eancihla avaliiatinn nf tha riirrant nncitinn and fittiira diracrtinn

o B

Are there any other important criteria that we should use to assess the funding options we have identified?

Yes () No (

n/a
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Do you agree with our NPA competition assessment? If not, please explain why.

Yes () No ()

n/a

Do you agree with our assessment of End-User Needs Solutions? If not, please explain why.

Yes () No ()

n/a

Do you agree with our list of funding stakeholders? If not, please explain why.

Yes () No ()

n/a

Are there other significant sources of funding or types of funding instruments the NSPO could secure that have not been described?
If not please explain why.

Yes () No ()

n/a
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6.0

Do you agree with the outlined participant categories identified for the Payments Transaction Data Sharing and Data Analytics
strategic solution?

Yes () No ()
Are there other categories that should be considered for inclusion?
M M

Yes () No ()

Please explain your response.

n/a

What is your opinion on the role non-payments industry participants should have as part of the Payments Transaction Data Sharing and Data
Analytics strategic solution? (This could include Government, Law Enforcement, or others). If appropriate, please outline usage of the system,
provision of data to the system, and legal considerations for participation.

n/a

Question 6.3 ([EXEaD

Do you agree with the potential use cases outlined for the Payments Transaction Data Sharing and Data Analytics strategic solution?
Yes () No ()

If not, please provide your reasoning. Please indicate if there are other potential uses for the system that should be considered.

n/a
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Do you agree with key principles we have outlined for the implementation of the Payments Transaction Data Sharing and Data Analytics
strategic solution?

As set out in the response to Question 1.7 above, the new Open Banking APIs which will be at the core of the NPA are being
designed without an AML/CTF or fraud input (a critical error which must be remedied).

FAr avamnla navmant trancanrtinn data APle riirranths An nnat incliida tha navare hanle arranint niimhar

Other than those already listed, what stakeholders should be consulted and engaged during the design and implementation of the Payments
Transaction Data Sharing and Data Analytics Strategic Solution?

n/a

Do you agree with the high-level timeline for the Payments Transaction Data Sharing and Data Analytics strategic solution?
Yes () No ()

If not, what timing would you suggest and why?

n/a

Do you agree with the establishment of the recommended framework for the sharing and exchanging of a core set of SME customer data
overseen by a governance body?

Yes () No ()

If not, please explain your reasoning.

n/a
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We are keen to get your input on the benefits provided by the framework.

a. Do you agree that the focus on sharing a core set of SME customer data is beneficial for the KYC processes in your organisation?
Yes () No (O

If not, please explain your reasoning.

n/a

b. Which other business activities could be supported by / benefit from the described sharing and exchanging a core set of SME customer data?

n/a

Do you agree that the topics covered by the standards will provide sufficient guidance in order to implement the data sharing framework
without being too prescriptive?

Yes () No ()

Are there additional topics you believe should be included?

n/a

To engender trust in the sharing and exchanging of a core set of SME customer data, are there other responsibilities you would expect
the governance body to have oversight over?

n/a
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In your view, do any existing bodies (industry or other), already perform this oversight role?
Yes () No ()

If not, is there an existing body you believe should perform this role, or would you expect a new body to be established?

n/a

Do you think a temporary testing environment as described is the right approach? If not, please explain your reasoning.

Yes () No ()

n/a

Are there any other key features you would expect in the temporary testing environment?

Yes () No ()

n/a

Question 6.14

Do you agree that value-added service providers would benefit from the data sharing environment enabled by the framework?

Yes () No ()

n/a
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Are the arguments put forward compelling enough to encourage net data providers to engage?
Yes () No (O

If not, please provide examples of what else would be required to make them participate.

n/a

Do you see other advantages or challenges for net data consumers that were not listed above?
Yes () No ()

Please explain your answer.

n/a

Do you agree with the high-level implementation timeline for the Trusted KYC Data Sharing solution?

Yes () No ()

If not, what timing would you suggest and why?

n/a

Are there other initiatives with a similar focus that should be considered in order to deliver the Trusted KYC Data Sharing solution?

n/a

Save Questionnaire*

* Please save your questionnaire and email to us at Forum@pstr.org.uk in PDF format by no later than 22 September 2017.
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	Q1: 
	1 text: Direct debits in the UK are a proven working solution.

The move to eradicate direct debits and their proven process seems to be an attempt by the PSF to shift monetary liability which currently attaches in relation to direct debits to banks away from banks and back on to consumers.
There is no need for such a move – it is not necessary as part of the move to NPA.
Consumers having responsibility and liability with regard to every push every payment (instead of relying on direct debit and its guarantees) and such a move will degrade the payment environment in the UK, and make the UK a much less effective place to live and operate.

Worse, consumers will have to take much closer notice of monthly payments to companies for, say, gas and electricity, than at present, due to the shift in liability. This is an unnecessary degradation of day to day life in the UK.

Direct debits should not be eliminated. The move to NPA in no way requires loss of the proven working direct debits solution.

	2 text: See Question 1.1 above.
	3 text: UK businesses require at least one form of certain payment.
Businesses already have the opportunity to accept payment by direct-debit, credit or debit card, or electronic money – all of which are subject to chargebacks. This means that the payment received is never really owned by the business receiving it, as it can be recalled at any time by the bank, often up to 18 months after payment receipt.

If a business accepts payment by one of the above chargeback methods, then the business will factor in a percentage charge-back loss (which could range from 0.5% to 10%) for payments received and later recalled by their servicing bank.

But a business also requires at least one method of payment that is not subject to chargeback and is instead irrevocable.
Until now, this has always been push payment by bank transfer – once a bank transfer is received into a business’s bank account for an order, it is irrevocable and final – the business has received the payment.

Of course, if a business receives an unintended and unexpected payment into its bank account, then the business must return that payment, as it has no right to it.
There is no problem with mandating such a return.
But not for any other payment received.

It is critical for the UK economy and UK business that the ability to receive irrevocable payment without threat of chargeback remains – otherwise the effect of introducing any chargeback to push payments will be to pass the loss to fraud on to businesses who have no recourse to defend themselves.
UK business would be decimated by such a change.

Take for example a producer of widgets who only sells to new customers via payment by irrevocable bank transfer.
Under current bank process, if a fraudster tricks an unconnected duped victim into push paying to the widget company for £20,000 worth of widgets for delivery to the fraudster, then either the bank or the paying party is set to bear the loss to the fraudster – the widget business will not bear the loss since it will not release the widgets until it has received the £20,000 into its bank account, at which time the payment is irrevocable and only then are the goods rightfully released.

If the widget business’s bank has the right at any time to effect chargeback to take back the £20,000 after it has been paid, the widget business can no longer sell, as push payments are no longer irrevocable.
If chargebacks apply to push payments, the widget business can receive orders and believe itself to be paid for those orders, but the payment will never truly be the business’s and the business’s bank could reclaim the money at any time.

If chargebacks are introduced for push payments, even if the widget transaction is genuine and even if the widget business performed a legitimate transaction genuinely, a bank operating chargeback on a push payment of fraudulent source might still take the payment back from the widget business at any unlimited time thereafter.

Many UK businesses have no recourse to the Financial Ombudsman Service (they are excluded), and no recourse to legal action against their bank, as the costs of fighting a bank in law are impossibly  high.

If chargebacks on push payments are allowed, many UK businesses will be crippled for years to come, with many being forced out of business until this change is finally undone, and there will be significant press articles and repeated letters to MPs and Ministers when it occurs.

To prevent this loss of billions of pounds to the UK economy, it must be made clear that push payments will remain the one source of payment which are irrevocable, and just as today cannot be subject to chargeback.

The EUN core Principle that ‘Payer is always in Control’ must be amended to ‘Payer is always in Control up to the time the payment is received by the payee, and from that point in time the Payee is always in control’.

[See also answer to Q 1.7 below where AML/CTF need to be added as core principle to the core design principles of NPA].


	4 text: n/a
	5a text: Yes/No – Possibly

A centralised clearing method is preferred, but only if smaller PSPs are not priced out by unnecessary technical and communications costs to that centralised service, as occurs today.
Access should be purely per transaction priced, and fully secure low-cost highly-resilient communication access should be allowed (which is available today).

	5b text: 
	6 text: 
	7 text: There is a major failing in the Core Design Principles of the NPA shown on page 8 of the consultation.
There is an absolute need to add ‘Ensuring Anti-Money Laundering and Counter Terrorist-Financing (AML/CTF)’ as an additional Core design principle.

Given that every single payment in the UK must be handled under AML/CTF regimes, which make a radical difference to the whole payment process, the omission of AML/CTF from the Core Design Principles is staggering.

Allow me to provide just one example of how important this is (there are many, many more).
The new Open Banking API, which will be at the heart of the NPA, has recently announced the API details for individual payment transactions.
And unbelievably, the Open Banking API does not include the payer’s bank account number along with the rest of the payment data. This is by design, as some felt it better to redact this data from the payment data being sent with each payment.
So there is no way for a recipient bank or PSP receiving a payment under the new Open Banking API to know which bank account each payment they receive has come from.

This will make AML/CTF on payments received impossible, will further make fraud analytics impossible under NPA (as no record of the paying account will exist), and additionally introduce easy new vectors for money launderers to launder their proceeds of crime (send a redundant payment from Account A to an organisation, and then ask that organisation to returned the payment to Account B. As the receiving bank has no way to discern which bank account the payment originally came from, it will return to Account B and therefore successfully facilitate the laundering of the Proceeds of Crime from Account A to Account B).

Such a horrendous misstep has occurred because AML/CTF is being treated as an add-on to the payment process, instead of a core and required principle for each and every payment.
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	Q2: 
	1b text: n/a
	2 text: n/a
	3a text: n/a
	3b text: n/a
	3c text: n/a
	4a text: n/a
	4b text: n/a
	5 text: n/a
	6a text: n/a
	6b text: n/a
	6c text: n/a
	6d text: n/a
	7a text: n/a
	7b text: n/a
	7c text: n/a
	8a text: n/a
	8b text: n/a
	9a text: n/a
	9b text: a) Request to Pay creates exciting new abilities and challenges, which can facilitate great improvement in the UK.
So it is greatly to be looked forward to.

But it will also lead corporates to changes their consumers contracts, similar in concept to the way direct debits are enforced by effective financial penalties in contracts today. Consumers will be forced by their contract with the corporate to accept and push Request to Pay payments, or face effective financial sanction (compare and contrast with the effective £40 to £80 p.a. penalty today for choosing not to pay a utility bill today by direct debit.
http://www.telegraph.co.uk/finance/personalfinance/household-bills/10843585/80-charge-if-you-dont-pay-for-energy-by-direct-debit-is-justified-says-Ofgem.html.

Consumers will then often effectively be unable to challenge Request to Pay demands – as the financial penalty for doing so (imposed in the new contracts) will make challenge of the Request to Pay demand potentially too expensive, even where the corporate is in the error and the consumer in the right.
So Request to Pay will create a ‘monster’, unless new legislation imposes consumer protection in contracts.
Even then, it is likely that SME businesses will not benefit from such legislative protection, and Request to Pay will become a weapon of corporates against SME’s. This will alter the business landscape in the UK in favour of corporates, and against SMEs, which will be damaging to the UK as a whole.

So Request to Pay must not be launched without protective legislation for both consumers and SMEs. If the legislation is not yet in force, do not launch Request to Pay.

b) Request to Pay will introduce a new easily exploited fraud vector to the UK.
It is not enough for Request to Pay operators to be regulated and licenced, as proposed.
It is absolutely critical that Confirmation of Payee also must be in place and operating for all Request to Pay payments. If Confirmation of Payee is not in place for that payee, then Request to Pay must be forbidden, otherwise a significant new mass fraud vector will be introduced to the UK.

	10a text: n/a
	10b text: n/a
	10c text: n/a
	11 text: n/a
	12a text: n/a
	12b text: n/a
	13a text: 
	13b text: Please treat this as such a contact request to get involved.
	14 text: n/a
	15a text: Approach 1 (fuzzy match providing yes/no or good/close/bad type response) has no use, and destroys the process of Confirmation of Payee (CoP).
Fraudster have the ability to set up bank accounts with names close enough to the impersonated target payee, and thereby fool any CoP fuzzy matching.

Only be using Approach 2 (provide the name of the payee’s bank account to the payer) can the payer perform a proper check of integrity (with any doubts requiring the payer not to make the payment).
The payer has the ability to make the judgement, but only if shown the payee’s bank account name.

Please note that Approach 2 (provide the name of the payee’s bank account to the payer) is a proven solution, as it is already  in use daily for the millions of PAYM payments in operation in the UK today, and has been for the more than the past four years.
So there is no down side to Approach 2, and is long-standing proven to works without issue or difficulty.
Whereas Approach 1 is fundamentally flawed, will not work, and will lead to increased fraud !

	15b text: See answer to a. above
	15ci text: See answer to a. above
Approach 1 (fuzzy match providing yes/no or good/close/bad type response) is untenable and must not be used.
Approach 2 (provide the name of the payee’s bank account to the payer) is proven, workable, and must be implemented.

	15cii text: 
CoP must not be made mandatory for Payees.
But a payer should be warned that if a payer has not agreed to implement CoP, then a payment to them must be regarded as being suspicious and red-flagged, and should only be made after extensive extra checks have been made.

It is true that CoP could be used as a fishing expedition to discover the name of the owner of a particular bank account number.
But the value of such information is virtually valueless, and could not be used by malicious actors for any significant harm.
Nevertheless, safeguards should be put in place to prevent and minimise such fishing attempts.

Please compare and contrast with the current implementation of CoP for PAYM – where fishing expeditions can today take place to discover the owner of a mobile phone number.
Such information is extremely valuable to a malicious actor.
However, given CoP for PAYM has operated for well over four years without problem, and no data privacy issues have ever been raised in this respect during all this lengthy time, this is not an issue that is currently cause for concern.
All the more will CoP for NPA payments (when only a valueless bank account number is concerned rather than a valuable mobile phone number) be acceptable under Approach 2.
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	16b text: n/a
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	18b text: n/a
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	21a text: n/a
	21b text: n/a
	22 text: n/a
	23 text: n/a
	24a text: n/a
	24b text: n/a
	25a text: The approach to Enhanced Data presented is flawed.

There is already enough space in an ISO 20022 payment message in the payment reference section for a short url together with a security hash value to point to a storage resource held by the payer.
There is absolutely no need to burden the payment system with transmitting the actual enhanced data itself, as the short url will allow full access to all data, nor with all the security and date issues that will result.
So for example, Centrica can send a payment with the following included within the payment reference: ‘https://Centrica.com/fkjg3k4kg8 hash SKfg93fjDL93’. This url would point to a webpage on the Centrica webserver which after appropriate security validation (password, etc.) of the genuine payee by the payer, would allow the payee to see and view all the enhanced data. Multiple files can be listed on that webpage (with their own security hashes). The security hash in the payment message ensures that Centrica cannot change any of the enhanced data files over time.

This solution fully allows all the advantages of enhanced data together with fully and properly secured data, without requiring the needless sending of that data through the payment system and all that would entail (data security, large file transmissions, etc.).

The proposed approach of the consultation paper to Enhanced Data is unnecessary with the new ISO 20022 specification allowing longer payment reference information, and should be entirely dropped.

	25b text: 
Please treat this as such a contact request to get involved.
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	1 text: n/a
	2 text1: n/a
	3 text3: 
At this time, the direction that the NPSO will take is an unknown, and the NPSO must be provided with as much room and freedom as required for the NPSO to make sensible evaluation of the current position and future direction.
Much will likely change once the NPSO formally takes effect, and they evaluate how to proceed.

	4 text2: n/a
	5 text: n/a
	6 text: n/a
	7 text: n/a
	8 text: n/a

	6: 
	1a: Off
	1b: Off
	3: Off
	6: Off
	7: Off
	8: Off
	9: Off
	11: Off
	12: Off
	13: Off
	14: Off
	16: Off
	15: Off
	17: Off

	Q6: 
	1 text: n/a
	2 text: n/a
	3 text: n/a
	4 text: As set out in the response to Question 1.7 above, the new Open Banking APIs which will be at the core of the NPA are being designed without an AML/CTF or fraud input (a critical error which must be remedied).
For example, payment transaction data APIs currently do not include the payers bank account number.
This will make Payment Transaction Data Sharing and Analytics unworkable, as key data (the bank account number of a payer) will currently be withheld and missing from each and every payment, leaving no easy data-minable money laundering trace.
This must be urgently redressed, and AML/CTF must become a core priority in the design of the NPA and Open Banking APIs.
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