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Stakeholder structure of the NPA Design Hub 
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The 3 End-User Solutions Proposed in the Forum’s Strategy 

Do you 
want to 

pay? 
 

  × 

 

Pay: Justin Smith 

Account No:   

Sort Code:     
 

Status 

 Sent En route Receipt 



WS1 Stakeholder structure 

SME Advisory Group 

WS1:Leadership - Sian Williams (Chair), Carl Pheasey (Chair) 

Core Workstream Advisory Team (Weekly) 

Corporates Government Councils 
Small 

Business 
Charity 

Industry 
Experts 

PSOs Consumers PSPs Fintech 

SME Advisory Group (Workshops) 

Payment Community Round tables 

Education Sessions 

NPA volunteers not allocated above 

Corporates Government Councils 
Small 

Business 
Charity 

Industry 
Experts 

PSOs Consumers PSPs Fintech 



An approach with needs of end-users at the heart 

Enablers 
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Workshops Stakeholders Consultation Review and Sign off Prioritisation Framework 

Current 
status 



General principles 

1 

2 

3 

4 

5 

6 

7 

8 
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Special Case principles 

2 

Request to 
Pay 

Assurance 
Data 

Confirmation 
of 

Payee/Payer 

3 
Enhanced 

Data 

4 
Confirmation 

of 
Payee/Payer 



Request to Pay 

Initiate request to pay 

Provide related data (Invoice, receipt, etc.) 

Use cases 

Receive payer’s response 

Reconcile payment 

Update payers account 

Initiate debt recovery 

Payee’s view 

Example 
 
Green Energy (GE), a UK energy supplier, would like 
to get paid by John, for energy supplied last month. 
GE sends John a request to pay with a bill amount 
and due date. 
 
Two days later, GE receives a response from John. 
He will be paying half of the amount and the rest 
later. One day before the due date, GE receives a 
second response from John saying he will pay the 
remainder immediately.   
 
 
At the end of the payment cycle, GE reconciles the 
payments made. They utilize the Request to Pay 
Reference captured on the payment.  
 

ED 

ED 
Use Case Supported 
by Enhanced Data 

Associated processes 



Request to Pay 

• Check associated payment info (Invoice, receipt, etc.) 

• Select payment method 

Receive request to pay 

Use cases 
Payer’s view 

Example: 
 
John and Mary received a request to pay from 
Green Energy (GE), their energy supplier, with 
the amount and due date of their bill payment. 
 
Two days later John accepts to pay half of the 
amount and initiates the process to pay GE. He 
then forwards the remainder amount to his dad. 
 
Meanwhile, Mary ignores the request until the 
due date. On due date, she does not have 
enough available money so she declines to 
make the payment and requests GE to contact 
her to her mobile phone to discuss alternative 
payment options. 
 

ED 
Use Case Supported 
by Enhanced Data 

• Initiate Payment 

Respond to request to pay 

    Pay Full amount 
 
    Request payment extension 
 
    Decline 
 
    Contact requester/ Help 

 Pay Partial amount 

ED 



Confirm Payee’s identity 

Determine Status of payment made 

Use cases 

Determine Payee identity using an associated reference or proxy 

Determine Payee identity  using associated reference or proxy details 
for secondary accounts  

Determine position on journey to Payee 

Determine Delivery status 

Confirm debit status 

Payer’s view 

Example: 
 
Peter has received a text message from Mark, 
his window cleaner, with some bank account 
and payment details for a job Mark just 
concluded. Peter wants to be sure that the 
details he received are correct and that the 
account actually belongs to Mark when he 
makes the payment. Peter accesses his online 
banking account, inputs Marks account details 
and confirms that the account does belong the 
correct Mark he is willing to pay. 
 
The next day Peter consults the payment he 
made given that he wants to be sure the 
payment has reached Mark’s account and that 
the full amount has been accredited to him. 

Assurance data 



Assurance data 
Use cases 

Payee’s view 

Confirmation of Payer’s identity 

Determine Payer identity using an associated reference or proxy 

Determine Payer identity using associated reference or proxy details 
for secondary accounts  

Example: 
 
British Mobile, a Telco, is setting up a Direct 
Debit for Matt to pay for his mobile bill. They 
want to confirm that the bank details that Matt 
has provided them with are accurate, that they 
belong to him and that he has not provided 
some else's account. 
 
British Mobile inputs Matts details into the 
system and confirm that the details are valid 
and belong to Matt. 
 
 
British Mobile has the option , if they so wish, to 
check the payment status of a payment made 
by Matt 

Determine Status of payment made 

Determine position on journey to Payee 

Confirm credit status 



Reconcile a remittance  to an account 

Add additional data to a 
payment 

Identify a payment made 

Use cases 

Payee’s view 

Example: 
 
Northern Water (NW), a water supplying 
company, receives a payment into their 
collection account.  
 
Using the additional data, they are able to 
determine that the payment is from their 
customer Anne ( Account holder) for her 
January sewerage bill. (Transaction). They 
update her account accordingly.  

Example: 
 
Anne is making a payment to Northern Water, 
her water supplier, for February’s bill. Within her 
online banking mobile application, she looks up 
her customers account and adds it with the 
payment as required by NW.  
 
Two days layer, Anne accesses her bank and is 
able to  identify every transaction she has made 
this month and to whom; for what and how 
much. 

Reconcile a remittance to a transaction 

Add additional data to a payment 

Payer’s view 

Enhanced Data 
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Name  Description 

Customer Layer The full range of PSUs will be supported, their key use cases will be used to drive the design. 
- Retail. (Instant Payments, DD/SO management) 
- Commercial. (High value, Bulk) 
- Corporate. (Direct Access, Salary, DD Mandates) 
- Government. (BACS grade 3) 
- Agency (Messaging) 
- Aggregator (access RCA, access to Sponsor) 

TPP Layer Created under PSD2, TPPs will provide alternative channels and innovative payments, for 
multiple ASPSPs 
- Hold the consent for payments and execute against ASPSP following authorisation 
- Can implement Request To Pay, using PSD2 APIs 
- Can provide Channel alternatives and Aggregation and disbursement solutions 
- ASPSPs  can behave as TPPs. 

ASPSP Channels Channels that are directly provided by ASPSPs including APIs required to support PSD2 Open 
Banking with NPSO extensions to support PULL payments, Overlay specific TRA and variable 
amounts.    

ASPSP Overlay 
Services 

Are approved by the NPSO and implemented on top of PUSH mechanisms (Single Push Payments 
and Bulk Push Payments). Can be used to emulate existing scheme messages (e.g. FPS, SIPs) 

ASPSP Services Services that are required to execute and process the Payment against the customer account 
e.g. Debit the customer. 

SPP-Clearing Provides coordination for PSP to PSP payments messaging 
- Registry records valid PSP participants and roles managed by the FCA/NPSO, with SLAs 
- Assures validation and correct routing 
- Separates payments and associated messaging 
- Real time attended payments will be credited immediately to customer accounts 
- Unattended and bulk payments will be acknowledged, Refunds process will be available 

SPP-Settlement Single point of settlement control for all payment instructions 
- Flexible settlement cycles supported by overlay type, to manage settlement risk 



Component Name  Description 

Competition for and 
In the market 

The solution will enable competition for each layer and component, PSR/PSF will determine risk 
criteria and recommend final solution. 

TPP Channels Channels provided by TPPs to their customers  in order to access TPP services. 

TPP Consent Store Repository of PSD2 customer consent 

Request to pay The request equates to a PSD2 authorised consent held by the TPP 
- Customers can change (amend, cancel, defer) consent with the TPP 
-  Customers can withdraw authorisation directly with their ASPSP 

Enhanced Data Support for data content which can be captured by channels or APIs 
-  ISO20022 supports additional data content (including images, cloud data storage references) 
-  Payment messaging is enhanced for optimised business processing 

Registry Provides reference data (Sort Code/Bank/Overlay level (EISCD) reference data, CASS account 
transfers and customer reference data, PSP and TPP endpoints, roles and certificates) 
-  Managed by the NPSO 
- Data pushed to participants (TPP, ASPSP) attended channels,  unattended channels within 

SLAs 

PSD2+ API NPA builds on the PSD2/Open Banking APIs and security models. 
- ASPSP manage customer authentication and authorisation 
- PSD2 will need extension to support specific use cases (variable amount, TRA, PULL 

Payments) 

ISO 20022 Message content will be based on ISO types 
-  NPA will support JSON syntax for API communications  
-  4/5AMLD will require that data is not truncated, and available end to end 



Component Name  Description 

Payment Messaging Advices, Research and Adjustments and reporting 

Aggregation / 
Collection 

Aggregation and collection of funds to the  customer accounts 

Payment Execution Processing of the payment at the payee or the payer ASPSP account and managing the Overlay 
Service processing 

Payment Assurance -   Confirms Payee Identity 
- Confirms Payment status 
- Confirms Payer Identity 

Attended Single 
Push Payment 

Routes and manages attended synchronous payment instructions between participants 
- Ensures that instructions finality rules are followed 
- Supports multiple overlay payment types, whilst maintaining resilience and safety 

Unattended Bulk 
Push Payment 

Routes and manages unattended  asynchronous bulk payment instructions between participants 
- Ensures that instructions finality rules are followed 
- Supports multiple overlay payment types, whilst maintaining resilience and safety 

Network 
Connectivity 

The network is in the competitive space and can be provided by competing providers that comply 
with the technical standards and rules set by the NPSO.  

Settlement 
Processing 

Ensures BOE instruction finality rules are followed and interfacing to BOE RCA accounts 
-  Supplies only the required information for bank to bank transfers 

Payment Messaging Advices, Research and Adjustments and reporting 



Step 1 - Create Consent 

a. Payee contracts a TPP–AISP to create a 

Request presented to customer, who 

approves the Consent 

b. Customer directed to Log-On to their 

PSD21 compliant PSP, and authorises a 

One-Off, or Recurring Payment Request 

from a validated TPP-AISP (optional 

Confirmation of Payee) 

c. Payee-TPP will store the authorised 

request (consent) token for execution with 

a Unique ID for reconciliation 

d. Customer has visibility of the request in the 

Payee and their Bank APP 

Payer PSP 

PSD2 API 

Gateway 

Payment Initiation 

Funds Check 

Request 

(Token) Store 

- Payee1  £50, 4/2/17 

Payee 
(Utility) 

TPP-AISP 

Log-On 

(SCA) 

Payee  

Amount 

M-Ref 

Token –Detail Store 

Request (Consent) 

1 – Payee1, £50, 4/2/17 

Request 

Options 
- Pay Full 

Amount 

- Pay Partial 

Amount 

- Decline 

Payment 

- Req Payment 

Extn. 

- Contact/help 

1 

Step 2 - Execute Consent 

a. TPP-AISP: On the Due date, checks the 

funds availability before execution 

(optional) 

b. TPP-AISP, on due date executes Token 

against the customer bank, with 

confirmation 

Payer 

Manage Consent – Before Due Date 

• Before the due date Customers have control 

of Requests(consent) from either the Utility or 

Customer PSP channels 

• TPP-AISP provides APIs to the Payee for 

status changes 

• Customers before the due date can select an 

alternative date option. i.e. TPP-AISP can 

create a new confirmation consent for a 

deferred payment 

 

1a 

2a 

2b 1b 

3 

3 

1c 
1d 

1 PSD2 does not allow variable debit amounts and changing execution dates 
 

FPS 

SPP 

► Proposed target date for Request to Pay – Q1 2018 

Full Data  
• Payee ID 

• TPP ID 

• R2P ID 

• Payee Ref Info 

• TPP Ref Info 

• … 

Partial Data 
• Payee ID 

 

3 

2 

Competitive 

PSP 

Payment 
method 



25 

DRAFT 

Rich Data  

storage 

Push Payment Instruction 

(ISO 20022 message) 

25 

Step 2 

Step 3 

• Payment instruction stored in 

banking core and provided on 

statement  

• Additional features: CoP used to 

authenticate access to the cloud 

data/repositories 

• This creates a complete and secure 

mechanism for data that is held 

externally to the TPP and SPP 

• Payment instructions will be 

associated with a global unique 

identifier (GUID) created by the TPP 

• The SPP Payer instance pushes an 

ISO message to the SPP Payee 

• A Reason Code will also be included 

to accommodate the FinCrime 

requirements 

• Additional information captured as 

part of the Request to Pay process 

will be linked to the GUID and held 

in the cloud 

 

 

Payer 

TPP 

GUID 

Reason Codes 

• Salary 

• Pension 

• DVLA Refund 

etc. 

2 

1 

Additional data (“Remittance 

data”) relating to the payment 

instruction is linked using the 

GUID 

Remittance data 

associated with the 

GUID for the payment 

instruction 

GUID 

Step 1 

• TPP stores additional payer 

information in the cloud relating to 

the payment instruction (linked by 

the GUID) 

2 

1 

► NPA is a cumulative architecture that will lead to multiple repositories holding 

enhanced and richer data 

 

External CLOUD 

Payee PSP 

SPP Core 

Banking 

Ledger 

Payer PSP 

SPP Core 

Banking 

Ledger 

3 

GUID 

GUID associated with 

accounting entry 

3 

TPP experience 

Competitive 

PSP 

Payment 
method 



Step 2 

• The Payer personal data will be 

verified using a matching service 

built by the PSP  

• The payer’s PSP carries out a check 

to verify the payee’s details using 

their account number and sort code 

2 

• The payer enter the payee’s name, 

account number, sort code, 

postcode, and/or any other 

information requested by their PSPs 

• E.g. DVLA prefers to provide the 

name, postcode, car registration 

number and location to verify the 

identity of the customer to whom 

they want to do a tax refund 

Step 1 1 

Payee’s PSP 

Payer 

TPP 

Customer 

repository 

Core 

Banking 

A/C 

Account Details:   

Name 

Account # 

Sort code 

Postcode 

1 

2 

Yes/No 
Response 

Personal 
Data 

Matching 

Service 

CoP API 

► Confirmation of Payee is independent of the New Payments Architecture 

► Proposed target date for Confirmation of Payee – Q1 2018 

Competitive 

PSP 

Payment 
method 

Registry/
CASS/

RefData



Payer PSP 

PSD2 API 

Gateway 

Confirm Payer 

Request 

(Token) Store 

- Payee1  £50, 4/2/17 

Payee 
(Utility) 

TPP-AISP 

Log-On 

(SCA) 

Token –Detail Store 

Steps – Confirm Payer 

a. Payee wants to set up a Pull payment  for 

a Payer(customer). 

b. Customer directed to Log-On to their 

PSD21 compliant PSP,  SCA enables 

Payee to confirm the Payer’s identity. 

c. Customer authorises a One-Off, or 

Recurring Payment Request from a 

validated TPP-AISP 

d. Payee-TPP will store the authorised 

request (consent) token for execution with 

a Unique ID for reconciliation 

e. Customer has visibility of the request in the 

Payee and their Bank APP 

1 

Payer 

1a 

1b 1c 

1d 

1 PSD2 does not allow variable debit amounts and changing execution dates 
 

Competitive 

PSP 

Payment 
method 

1e 

► Proposed target date for Confirmation of Payer – Q1 2018 
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TOTAL 
25 initiatives 

 
2017 

16 Design completed 
5 Implemented completed 

 
2018 

4  Design completed 
7 Implemented completed 

 
2019 

1 Design  completed 
2 Implemented completed 

 
2020 

0 Design completed 
6 Implemented completed 
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Financial Crime Working Group Stakeholder Map  

36 



Financial Crime – Customer Detriments 

37 
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Payments Transaction Data Sharing and Data Analytics 

38 
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Trusted KYC Data Sharing & Storage 

39 
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Customer Education and Awareness 

40 



•

•

•

•

•

•

•

•

•

•

•

•

•

Guidelines for Identity Verification, Authentication… 

41 
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Financial Crime Data and Information Sharing 

42 
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Liability Models for Indirect Access 

43 
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Enhancement of Sanctions Data Quality 

44 
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